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"Once you have tasted flight, you will forever walk the earth with your eyes turned skyward, for there you have been and there you will always long to return."

I. INTRODUCTION

In the aftermath of the Boston Marathon bombing the partnership between emerging technologies and law enforcement operations vaulted into the public discourse. While families anxiously called loved ones in the Boston area, the FBI and other law enforcement officials urgently combed through digital surveillance video searching for answers. Days later and upon a tentative identification of possible suspects, police moved into Watertown, engaging in a dramatic shootout as some college students live-tweeted information from their television and internet police scanners.

---


4 See id.

5 See id.
With one suspect killed and another at-large, members of the Massachusetts State Police Bomb Squad cautiously commanded a robotic vehicle or “unmanned ground vehicle” (UGV) to detect and diffuse the improvised explosive devices left at the scene.6 By nightfall the following day, and after a so-called “Shelter-in-Place” order by Massachusetts Governor Deval Patrick, the manhunt came to an end with police operating a robotic arm to reveal the interior of the suspect’s boat hideout.7 Subsequently, a Massachusetts State Police helicopter provided aerial reconnaissance to the tactical law enforcement teams on the ground equipped with forward looking infrared (FLIR) technology.8

Although the prospect of domestic “unmanned aerial vehicles” (UAV) or “drones” being utilized by law enforcement has invoked wide anxiety in the legal community concerning the balance between privacy and security,9 police have long utilized emerging technologies in aerial search and rescue missions, unmanned tactical bomb squad robots, hostage

---
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10 Nevertheless, the potential of drones coming to the domestic front raises fair and legitimate privacy concerns. Even the so-called “militarization” of local law enforcement has become a controversial trend in policing, with domestic drones—seen as robotic weapons of war—continuing this evolution. As new surveillance technology arises in police procedure it will present new legal and practical challenges for courts and practitioners under the Fourth Amendment of the United States Constitution and Article 14 of Massachusetts Declaration of Rights. The clash between surveillance technology and individual privacy blurs the legal lines of search, seizure and suppression matters in Massachusetts and beyond. Part II of this note will trace the historical development of aerial and other technological means of surveillance in a search and seizure context from the Supreme Court of the United States and Massachusetts. Furthermore, Part II summarizes the general scope of warrant requirements and exigencies permitting warrantless, police protective intrusions that are often accomplished with technology. Part III.B & D discusses the Federal and state regulatory schemes upon potential domestic drone surveillance by law enforcement. In addition, Part III.A outlines the current capabilities of domestic drones. Part III.C discusses some recent federal case law on the Fourth Amendment relative to unreasonable “seizures” in the U.S. drone strikes that killed American citizen and al-Qaeda operative, Anwar al-Aulaqi. Part IV analyzes the relevant Fourth Amendment jurisprudence surrounding technological searches and evaluates the proposed legislative schemes on domestic drones and law enforcement. Furthermore, this piece


13 See Matthew L. Burow, The Sentinel Clouds Above the Nameless Crowd: Protecting Anonymity from Domestic Drones, 39 NEW ENG. J. ON CRIM. & CIV. CONFINEMENT 427, 456 (2013) (“[T]he only impediment to domestic law enforcement use of UASs and their frightening surveillance capabilities is paperwork and bureaucratic red tape . . . [the FAA should] be evaluating the privacy implications of this technology.”).

II. HISTORY

A. U.S. Supreme Court & Technological Searches

The Fourth Amendment of the United States Constitution protects individuals from unreasonable police searches. The legal definition of a search was once confined to only actions that served as a physical intrusion upon an individual’s constitutionally protected place. In *Katz v. United States*, the Supreme Court of the United States overruled this delineation of a search and prescribed a new scope of a search to encompass Fourth Amendment protection wherever an individual maintains a “reasonable expectation of privacy.” Following *Katz*, the Court began to balance the

---


16 See *Olmstead v. United States*, 277 U.S. 438, 464 (1928) (limiting Fourth Amendment protection to searches of person, house, papers, or effects), overruled in part by *Katz v. United States*, 389 U.S. 347 (1967). The Court examined a police warrantless wiretap action and noted that because of no physical intrusion into the suspect’s home by police, the use of such technology was not unconstitutional. *Katz v. United States*, 389 U.S. at 354-56. The Court reasoned that the evidence having been “unethically secured” by what amounted to a trespass under state law, provided no grounds for its exclusion. *See id.* But see *Olmstead*, 277 U.S. at 478-79 (Brandeis, J., dissenting). Justice Brandeis lamented that the framers “conferred, as against the Government, the right to be let alone—the most comprehensive of rights and the right most valued by civilized men. To protect that right, every unjustifiable intrusion by the Government upon the privacy of the individual, whatever the means employed, must be deemed a violation of the Fourth Amendment.” *Id.* at 478-79.

17 *Katz*, 389 U.S. at 350. The Court held that warrantless electronic surveillance upon an individual in a public phone booth was a search and thus rejected the “physical intrusion” test. *Id.* Specifically, the Court emphasized that the purpose of the Fourth Amendment was to protect people rather than places alone. *Id.* However, Justice White was eager to include that the Fourth Amendment cannot be translated into a general constitutional “right to privacy.” *Id.*; see Christopher Slobogin, *The Future of the Constitution: Is the Fourth Amendment Relevant in a Technological Age?*, GOVERNANCE STUDIES AT BROOKINGS 11-15 (Dec. 8, 2010), http://www.brookings.edu/-/media/research/files/papers/2010/12/08%204th%20amendment%20slobogin/1208_4th_amendment_slobogin.pdf (highlighting inadequacies of amendment developed in eighteenth century for protecting privacy in digital age).
clash between privacy interests and police interest in security through modern technology.18

After William Rehnquist became Chief Justice in the 1980s, the Supreme Court thrice determined that aerial surveillance did not invade an individual's "reasonable expectation of privacy," and thus was not a search under the Fourth Amendment.19 As new technology emerged, the Supreme Court revived its role as constitutional referee between privacy and security interests. Specifically, in Kyllo v. United States, Justice Scalia concluded that if the government uses a device that is "not in general public use" to discover specifics of the interior of a home that are otherwise discoverable only by a physical invasion, this constitutes a search that requires a warrant in order to comply with the Fourth Amendment.20 In other words, Kyllo

---


19 See, e.g., California v. Ciraolo, 476 U.S. 207, 214-15 (1986) (holding warrantless aerial observation from airplane at lawful altitude upon private yard is not search); Dow Chem. Co. v. United States 476 U.S. 227, 239 (1986) (maintaining even with advanced photography, aerial surveillance of private company facilities was not search); Florida v. Riley, 488 U.S. 445, 450-57 (1989) (concluding aerial surveillance from helicopter of residential backyard greenhouse does not constitute search). The Court underscored that so long as the aerial surveillance complied with Federal Aviation regulations, and thus authorities were in a lawful vantage point, neither private citizens nor companies had a reasonable expectation of privacy from such observation. Riley, 488 U.S. at 445. But see id. at 452-56 (O'Connor, J., concurring) (questioning majority's reliance on compliance with FAA regulations in privacy analysis). Justice Brennan dissented, arguing that the focus ought to be on whether the police surveillance invaded a legitimate privacy interest rather than examining the vantage point of police. See id. at 456 (Brennan, J. dissenting). Justice Brennan warned his colleagues of the risk this precedent would set: "[I]Imagine a helicopter capable of hovering just above an enclosed courtyard or patio without generating any noise, wind... without posing any threat of injury. Suppose the police employed this miraculous tool to discover... what books they were reading and who their dinner guests were." Id. at 462; see Brief for Respondent, California v. Ciraolo, 476 U.S. 207 (1986) (No. 84-1513); 1985 WL 669865, at *31 [hereinafter Ciraolo Respondent's Brief]. The respondent lamented the court, "the time to stop warrantless technological surveillance is now, before it gets out of hand and before it changes the nature of our society. The airplane involved in our case does not lift the police above the law or the constitution." Ciraolo Respondent's Brief, supra, at *31; see Brief for Respondent, Florida v. Riley, 488 U.S. 445 (1989) (No. 87-764); 1987 WL 880978, at *8-16 [hereinafter Riley Respondent's Brief] (arguing there is a legitimate expectation of privacy within home and curtilage from aerial observation). The respondent in Riley argued:

To allow an aerial search of a person's home or curtilage merely because the vantage point may have been where a law enforcement officer technically had a legal right to be, ignores reasonable privacy expectations in the home and reverts to the analysis of Fourth Amendment protection referenced to physical intrusion or trespass. Such analysis fails to consider the use of technology to assist in surveillance and would expose the intimate lives of citizens to the government watching from the sky.

Riley Respondent's Brief, supra, at *11.

announced that the government’s use of technologies that are not in “general public use” for warrantless surveillance is presumptively unreasonable under the Fourth Amendment.\footnote{See id. Here the police utilized a thermal imaging device to scan a private home suspected of manufacturing marijuana without a warrant. See id. While there was no literal, physical infringement, Justice Scalia reminded that, “we rejected such a mechanical interpretation of the Fourth Amendment in Katz, where the eavesdropping device picked up only sound waves that reached the exterior of the phone booth.” \textit{Id.} Additionally, the Court emphasized its need to adapt modern technology with historical interpretations of the Constitution because it “would be foolish to contend that the degree of privacy secured to citizens by the Fourth Amendment has been entirely unaffected by the advance of technology;” \textit{Id.} at 33; see Brief Amicus Curiae of the National Association of Criminal Defense Attorneys and the American Civil Liberties Union, in Support of Petitioner, Kyllo v. United States, 533 U.S. 27 (2001) (No. 99-8508), 2000 WL 1706774 [Hereinafter \textit{Kyllo Amicus Brief}]. Despite a favorable holding for the petitioner, Justice Scalia’s opinion did not mitigate the broad concern that recent decisions “have not yielded a controlling framework for determining when technology implicates the Fourth Amendment.” \textit{Kyllo Amicus Brief, supra, at *24. But see Quin M. Sorenson, Losing the Plain Meaning of \textit{Katz: The Loss of a Reasonable Expectation of Privacy Under the Readily Available Standard, 107 Dick. L. Rev. 179, 180-181 (2002)} (arguing that \textit{Kyllo} marks departure from existing precedent and will produce practical problems in application). Mr. Sorenson’s predictions that \textit{Kyllo}’s “general public use” or “readily available” standard will prove difficult to apply has potential merit, judging by the fact that a thermal imaging device, which is more advanced than the one in \textit{Kyllo}, may now be purchased as a $350 iPhone 5 add on. \textit{See Xiomara Blanco, \textit{Flir One Turns iPhone into Personal Thermal Imaging Device, CNET (Jan. 7, 2014 9:23 PM), http://www.cnet.com/8301-35299_1-57616847/flir-one-turns-iphone-into-personal-thermal-imaging-device/#ixzz2wWiHzliL} (explaining birdwatchers, hunters, and campers can all benefit from the ability to visualize heat in their respective activities); see also \textit{Kyllo}, 533 U.S. at 31 (“[T]he imager did not expose any intimate details of Kyllo’s life, only amorphous hot spots on the roof and exterior wall ...”)(internal quotation marks omitted).}}

Most recently, the Court universally determined that the use of GPS monitoring upon a transient vehicle was within the suspect’s “reasonable expectation of privacy” and consequently a search.\footnote{See United States v. Jones, 132 S. Ct. 945 (2012). The Court refused to clarify if such a search consequentially carried with it the requirement of a warrant. \textit{See id. at 954; cf. United States v. Jones, 132 S.Ct. 957 (2012) (Sotomayor, J., concurring)} (“This approach is ill suited for the digital age...[b]ut whatever the societal expectations, they can attain constitutionally protected status only if our Fourth Amendment jurisprudence ceases to treat secrecy as a prerequisite for privacy.”); \textit{Klayman v. Obama, 957 F. Supp. 2d 1 (D. D.C. 2013)} (ruling NSA warrantless metadata program violated Fourth Amendment). Judge Leon insisted that the rise of twenty-first century technology often “infringes on ‘that degree of privacy’ that the Founders enshrined in the Fourth Amendment. Indeed, I have little doubt that the author of our Constitution, James Madison, who cautioned us to beware ‘the abridgement of freedom of the people by gradual and silent encroachments by those in power,’ would be aghast.” \textit{Klayman, 957 F. Supp. 2d at 42. But see United States v. Pineda-Moreno, 617 F.3d 1120, 1126-27 (9th Cir. 2010)} (Kozinski, C.J., dissenting). Ninth Circuit Judge Kozinski lambasted his colleagues, “[t]he needs of law enforcement, to which my colleagues seem inclined to refuse nothing, are quickly making personal privacy a distant memory. 1984 may have come a bit later than predicted but it’s here at last.” \textit{Id. at 1121; see, e.g., Brief of the National Association of Criminal Defense Lawyers et al., as Amici Curiae in Support of Respondent, United States v. Jones, 132 S. Ct. 945 (2012) (No. 10-1259), 2011 WL 4614427 at *11 (discussing balance between privacy and invasive government technology); Tom Goldstein, \textit{Jones Confounds the Press, SCOTUSBLOG}}}

Most recently, the Court addressed police drug
detection dogs as a form of invasive technology under the Fourth Amendment.\(^{23}\) Writing for the majority, Justice Scalia declared that a police drug detection dog sniff upon a private residence amounted to a search under the Fourth Amendment.\(^{24}\)

Perhaps the most pivotal Fourth Amendment privacy interests versus technological search case of the Roberts Court belongs to its unanimous decision in \textit{Riley v. California}.\(^{25}\) The Supreme Court held that the warrantless intrusion upon an arrestee’s cell phone violated the Fourth Amendment.\(^{26}\) As Chief Justice Roberts claimed, of the pervasive nature of cell phones and personal privacy information, "...many of the more than 90\% of American adults who own a cell phone keep on their person a digital record of nearly every aspect of their lives—from the mundane to the intimate."\(^{27}\)

\textbf{B. Massachusetts Supreme Judicial Court & Technological Searches}

The Supreme Judicial Court of Massachusetts has remained consistent with the nation’s high Court in concluding that aerial surveillance by police is not a search and thus does not trigger Fourth Amendment or Massachusetts State Constitutional protections.\(^{28}\)


\(^{25}\) 134 S. Ct. 2473 (2014).

\(^{26}\) \textit{Riley}, 134 S. Ct. at 2485.

\(^{27}\) \textit{Id.} at 2490.

Additionally, the Massachusetts judiciary clarified using the plain view doctrine that where police are within a lawful vantage point, no reasonable expectation of privacy exists and, therefore, any observation of criminality is lawfully obtained.\textsuperscript{29} However, Massachusetts’s courts further specified that where police enter a private area to warrantlessly eavesdrop, such action is outside the scope of the plain view doctrine and warrants, constitutional protection as an unreasonable search.\textsuperscript{30} Massachusetts courts have met electronic police surveillance through modern technology with skepticism and have largely barred its warrantless use by statute and the state constitution.\textsuperscript{31} For example, the Massachusetts General Court legislatively granted narrow statutory authority for police to conduct electronic monitoring of criminal enterprises, but warned of the grave dangers such police technology poses to privacy interests.\textsuperscript{32} However, such

\begin{footnotesize}
\begin{enumerate}
\item \textsuperscript{29} See One 1985 Ford Thunderbird Auto., 624 N.E.2d at 610.
\item \textsuperscript{30} See Commonwealth v. Pannetti, 547 N.E.2d 46, 48 (Mass. 1989) ("[S]ociety should honor the privacy interests that apartment dwellers and condominium owners have in being free from warrantless eavesdropping by police who have infiltrated crawl spaces and other areas to which neither the public nor any other occupant of the multiple dwelling has access.").
\item \textsuperscript{31} See Commonwealth v. Tavares, 945 N.E.2d 329, 339 (Mass. 2011) (holding wiretap of gangs failed to satisfy requirements of Massachusetts wiretap law).
\end{enumerate}
\end{footnotesize}
strict interpretation of electronic surveillance laws by the courts has sparked criticism from the Commonwealth’s law enforcement community. Finally, Massachusetts’ high court offered a guideline for the Supreme Court’s future holding in United States v. Jones where the state court determined that GPS monitoring was indeed a search.

C. Constitutional Scope of Police Searches With a Warrant

The Fourth Amendment prescribes that “no Warrants shall issue, but upon probable cause, supported by Oath or affirmation, and particularly describing the place to be searched, and the persons or things to be seized.” The warrant requirement protects personal liberty and privacy from baseless government intrusion through judicial impartiality and a legitimate showing of probable cause. Furthermore, Massachusetts’s courts have highlighted the importance of search warrants because they specifically define the scope of the search, provide notice to the persons being searched and show the justification for the police’s action. Under the Constitution, the Supreme Court has held that a determination of probable cause for a search warrant rests only upon a consideration of the “totality of the circumstances.” However, Massachusetts state courts...
have required a more stringent threshold to meet the probable cause standard of search warrants because the Massachusetts State Constitution “provides more substantive protection to criminal defendants than does the Fourth Amendment in the determination of probable cause.”

In addition to the higher threshold for probable cause under the Massachusetts State Constitution, the Commonwealth’s search warrant statute provides an additional layer of requirements for the issuance of a search warrant with probable cause. Under Massachusetts’s law, the nature of the police search pursuant to a warrant may trigger more statutory and procedural protections of individual privacy. For example, Massachusetts’s police must comply with the requirements of the Commonwealth’s so-called “Wiretap Statute,” which bans electronic surveillance with a wiretap unless the suspect is connected to an organized, criminal enterprise.

Beyond search warrants, courts have allowed additional types of protective sweeps such as a “search incident to arrest.” Specifically, where police make a lawful arrest, they may conduct a protective search of the area within the suspect’s “immediate control” for potential weapons.

---


40 See MASS. GEN. LAW ch. 276, § 2B (2012) (codifying more procedural requirements than simply determination of probable cause); see also RICHARD G. STEARNS, MASSACHUSETTS’S PROSECUTOR’S GUIDE, SEARCHES WITH WARRANTS (33rd ed.) (2013); MASSACHUSETTS CONTINUING LEGAL EDUCATION: MASSACHUSETTS SUPERIOR COURT CRIMINAL PRACTICE MANUAL § 7.3.2 (overview of challenging probable cause in issuance of search warrant); MASSACHUSETTS SUPERIOR COURT CRIMINAL PRACTICE MANUAL § 7.3.3 (discussing practical issues of wiretap search warrants).

41 See MASS. GEN. LAW ch. 272, § 99 (2012) (Massachusetts wiretap statute); Commonwealth v. Scalise, 439 N.E.2d 818, 822 (Mass. 1982) (requiring police to obtain prior judicial approval to justify “no-knock” search warrant). Massachusetts’s courts require an additional showing of probable cause to believe that target of the “no-knock” search warrant may discard contraband, pose a risk to police or simply flee. Scalise, 439 N.E.2d at 823; cf. Richards v. Wisconsin, 520 U.S. 385, 394 (1997) (requiring only reasonable suspicion for “no-knock” warrant execution).


43 See Chimel v. California, 395 U.S. 752, 762-63 (1969) (discussing reasonableness of “search incident to arrest” under Fourth Amendment). The Court defined a search incident to arrest (predicated upon a lawful arrest) as search that is “reasonably limited” by the need to seize weapons and “to prevent the destruction of evidence.” Id. at 764 (quoting Sibron v. New York, 392 U.S. 40 (1968)).

44 See id. at 763.
However, the Supreme Court has since expanded the scope of such protective searches incident to arrest to include a full "cursory" sweep of a premise to ensure no third-party danger to police.\textsuperscript{45} Similar to searches incident to arrest, the Supreme Court has authorized police to initiate entry into a dwelling where they have a legal arrest, accompanied by "reason to believe the suspect is within," even in the absence of a warrant specifically authorizing entry into the home.\textsuperscript{46} However, the Supreme Court denied police the authority to enter a private home without a warrant, even if they have probable cause to believe that people who recently committed a violent crime are therein.\textsuperscript{47}

\textit{D. Constitutional Scope of Warrantless Police Action}

A warrantless government intrusion upon a legitimate expectation of privacy is presumed to be unreasonable under the Fourth Amendment.\textsuperscript{48}

\begin{itemize}
\item \textsuperscript{45} See \textit{Maryland v. Buie}, 494 U.S. 325, 326 (1990); \textsuperscript{see also United States v. Winston}, 444 F.3d 115, 118 (1st Cir. 2006) (discussing extent of protective sweeps within private residence). The \textit{Winston} court further clarified that:
\begin{quote}
[T]o prevent law enforcement from abusing the protective sweep by using it as a pretext for searching an individual’s home, the Supreme Court has limited its use. First, law enforcement officers conducting the sweep must have a reasonable suspicion of danger: there must be articulable facts which, taken together with the rational inferences from those facts, would warrant a reasonably prudent officer in believing that the area to be swept harbors an individual posing a danger to those on the arrest scene.
\end{quote}
\item \textsuperscript{46} See \textit{Payton v. New York}, 445 U.S. 573, 603 (1980). The Supreme Court concluded, “for Fourth Amendment purposes, an arrest warrant founded on probable cause implicitly carries with it the limited authority to enter a dwelling in which the suspect lives when there is reason to believe the suspect is within.” \textit{Id. at 574}; see Paul E. Brown, \textit{Arrest At The Castle: Payton v. New York}, 42 L.A. L. REV. 269, 282 (1981) (praising Court’s balance between privacy and effective law enforcement). Professor Brown highlighted the balancing test invoked by the Court and determined that:
\begin{quote}
New techniques are needed to halt the spiraling increase in crime. However, the privacy rights of our citizens should not be sacrificed unless some purposeful advantage is given to our law enforcement officials. From this standpoint, the Payton decision appears very sound indeed, for it grants individuals protections guaranteed by the Constitution and, at the same time, gives society the protection it needs in a time of greatly increasing crime.
\end{quote}
\textit{Brown, supra} at 281-82 (internal quotation marks omitted).
\item \textsuperscript{47} See \textit{Minnesota v. Olson}, 495 U.S. 91, 100 (1990) (barring warrantless entry by police to make arrest). The Court specified that absent exigent circumstances, such as reasonable risk of danger to law enforcement or others, warrantless entry violated the Fourth Amendment. \textit{Id.}
\item \textsuperscript{48} See \textit{Coolidge v. New Hampshire}, 403 U.S. 443, 454-55 (1971) (declaring narrowness of
However, this presumption against warrantless police conduct as unreasonable is not absolute. In limited circumstances, American courts have permitted so-called protective searches for weapons as “a limited intrusion designed solely to insure the safety of the police officer and others while the officer is conducting a criminal investigation.” If exigent circumstances present themselves, such as “hot pursuit,” an objective concern for officer safety or destruction of evidence, or other emergency situations, American courts have relaxed the warrant requirement and determined such action may not be unreasonable. The Supreme Court conceived this police authority in Terry v. Ohio, where an investigatory street encounter between police and an individual led to a limited “pat frisk” for weapons, now commonly referred to as a “stop and frisk.” The exigent circumstances exception to the warrant clause of the Fourth Amendment does not dissolve the legal requirement of probable cause. Therefore, in cases involving warrantless searches and the state cites an exigency, they must show the objective requirement of both probable cause and a legitimate exigency within the context of the police action. The Supreme Court of the United States has granted law enforcement some latitude for warrantless searches where police are pursuing a felony suspect and immediate action was necessary to protect “their lives and others.” In line with the hot pursuit exigency rationale for safety interests, police may...
make a warrantless intervention when they have a reasonable belief under the totality of the circumstances that a person is in imminent danger or presently injured.\textsuperscript{55} Likewise, during extraordinary and dangerous circumstances where police maintain a reasonable belief that a warrantless intrusion is imperative to protecting the public or themselves from the risk of imminent or ongoing harm, such action is not unreasonable under the Fourth Amendment.\textsuperscript{56} In contrast to the exigency warrant exceptions involving the interest of evidentiary preservation, the emergency exception’s primary purpose is preventing harm and ensuring safety rather than centering upon a criminal investigation.\textsuperscript{57} For example, cases involving an imminent risk of explosives or an active shooter, typically provide police with a wider latitude for warrantless action within the framework of the emergency exception.\textsuperscript{58} The emergency exception is no

\textsuperscript{55} See Brigham City v. Stuart, 547 U.S. 398, 403 (2006) (laying out emergency circumstances exception); see also Wayne v. United States, 318 F.2d 205, 211-12 (D.C. Cir. 1963). Prior to ascending to the nation’s highest court, Chief Justice Warren Burger defended an emergency aid exception to the warrant requirement:

\begin{quote}
[A] warrant is not required to break down a door to enter a burning home to rescue occupants or extinguish a fire, to prevent a shooting or to bring emergency aid to an injured person. The need to protect or preserve life or avoid serious injury is justification for what would be otherwise illegal absent an exigency or emergency. Fires or dead bodies are reported to police by cranks where no fires or bodies are to be found. Acting in response to reports of ‘dead bodies,’ the police may find the ‘bodies’ to be common drunks, diabetics in shock, or distressed cardiac patients. But the business of policemen and firemen is to act, not to speculate or meditate on whether the report is correct. People could well die in emergencies if police tried to act with the calm deliberation associated with the judicial process. Even the apparently dead often are saved by swift police response. A myriad of circumstances could fall within the terms exigent circumstances... e.g., smoke coming out a window or under a door, the sound of gunfire in a house, threats from the inside to shoot through the door at police, reasonable grounds to believe an injured or seriously ill person is being held within.
\end{quote}

Wayne, 318 F.2d at 212.

\textsuperscript{56} See United States v. Beaudoin, 362 F.3d 60, 66 (1st Cir. 2004); see also Mincey v. Arizona, 437 U.S. 385, 392 (1978). The Court explained in dicta, that “warrantless entries and searches when they reasonably believe that a person within is in need of immediate aid” are not unlawful under the Fourth Amendment. Mincey, 437 U.S. at 392; see People v. Sirhan, 497 F.2d 1121 (Cal. 1972) (controversial ruling allowing warrantless search in aftermath of Senator Robert Kennedy’s assassination).

\textsuperscript{57} See Moni v. City of Gaithersburg, 519 F.3d 216, 222 (4th Cir. 2008) (highlighting pragmatic nature of emergency exception to warrant requirement). “We are to approach the Fourth Amendment and the Due Process Clause with at least some measure of pragmatism. If there is a grave public need for the police to take preventive action, the Constitution may impose limits, but it will not bar the way.” Id. at 222.

\textsuperscript{58} See United States v. Infante, 701 F.3d 386, 393 (1st Cir. 2012) (holding that immediate risk of gas explosion justified warrantless entry); United States v. Sullivan, 711 F.2d 1, 3 (1st Cir. 1983) (risk object suspected of being explosive device); United States v. Williams, 626 F.2d 697, 703 (9th Cir. 1980) (warrantless entry after bomb threat deemed not unreasonable);
blank check for unconstrained police action, because warrantless searches are an exception to the Fourth Amendment, the state bears the burden of showing that an objective emergency existed under the totality of the circumstances.  

III. FACTS

A. Capabilities of Domestic UAVs

While UAVs, or drones, have gained wide notoriety through their airstrikes in the U.S. military’s counterterrorism strategy, domestic drones have a more diverse application. Unlike the infamous U.S. military “Predator Drone,” more modestly constructed UAVs can be as small as an insect, and often bear a closer resemblance to helicopters than fighter jets. Additionally, UAV technology has increasingly been applied to civilian applications by hobbyists, archeologists, college campuses, farmers, commercial photography, rescue operators, animal conservationists, and fire fighters.

Commonwealth v. Marchione, 422 N.E.2d 1362, 1364 (Mass. 1981) (report of potentially explosive device and warrantless entry for removal was lawful). See generally 3 LAFAVE, supra note 36, § 6.6(a)-(d).

59 See 14A MASS. PRAC., supra note 53 (discussing practical aspects of confronting exigent circumstances).


62 See Vince Ambrosia, Observing Wildfires: Demonstrating Uses of UAS for Civilian Disaster Monitoring, SAN FRANCISCO STATE UNIVERSITY (Oct. 23, 2013), http://geog.sfsu.edu/content/vincent-ambrosia-nasa-using-drones-wildfire-work (lecturing on capabilities of UAVs to aid during wildfires and other emergency situations); Carrington &
On the law enforcement side, aerial operations and unmanned robotics have long been utilized in countless police operations in the United States and Massachusetts. Currently, the Mesa County Sheriff Department in Colorado remains one of the few law enforcement agencies using UAVs in police operations. The Mesa County Sheriff’s Department has obtained approval from the Federal Aviation Administration (“FAA”) and utilizes a “Draganflyer X6” UAV in operations such as aerial photos of severe automobile accidents, assistance to fire departments during large scale fires, and high-risk suspect apprehension. In fact, a North Dakota man was apprehended with the help of a U.S. Border Patrol predator drone, used for surveillance, during an armed standoff with police.

B. Federal Regulation of Domestic UAVs

While federal courts have yet to confront the issue of domestic drones and law enforcement, Congress enacted broad domestic drone guidelines through an omnibus Federal Aviation Administration (FAA) funding act. The Federal law mandates that the FAA establish a

Soffel, supra note 60 (outlining immense scope of UAV application); see also James Surowiecki, Why Drone Delivery Won’t Replace the UPS Guy, THE NEW YORKER (Dec. 5, 2013), http://www.newyorker.com/online/blogs/currency/2013/12/why-drone-delivery-wont-replace-the-ups-guy.html. Recently, the CEO of Amazon created a media stir when he announced, that his company was “experimenting with having drones deliver its packages.” Surowiecki, supra.

See Brown, supra note 10 (discussing role of robotics in local law enforcement); Graham, supra note 8 (discussing aerial police operation amid Boston Marathon manhunt).


See Senate Hearing, supra note 64 (statement of Benjamin Miller).

See State v. Brossart, No. 32-2011-CR-00049 (N.D. Dist. Ct. App. Aug. 1, 2012). The North Dakota trial court judge rejected the defendant’s motion to dismiss that argued in part, that the use of the predator drone in his apprehension was an “outrageous” abuse of government. Id. While local police’s use of a U.S. Customs and Border Patrol Predator Drone ought to give us pause, the manner of its use is compatible with existing law enforcement practices using technology during high-risk scenarios. See infra Part IV (detailing possible permissible use of drones by police); see also Thomas A. Bryan, State v. Brossart: Adapting the Fourth Amendment For a Future With Drones, 63 CATH. U. L. REV. 465, 488-492 (2014) (analyzing specific circumstances of Brossart case within Fourth Amendment framework).

“comprehensive plan to safely accelerate the integration” of domestic drones into American airspace.  

Under this scheme, any state, local or federal public entity wishing to utilize domestic drones must be granted a “Certificate of Waiver or Authorization (COA).” While the FAA has regulatory authority to grant a COA to public safety agencies, the approval process is decided solely on the basis of safety concerns. Therefore, the FAA does not outline prohibited uses of domestic drones related to criminal investigations by law enforcement but simply regulates the logistics to maintain airspace safety.  

At present, this Federal regulatory ambiguity would require federal courts to determine the permissible scope of UAVs in a law enforcement context. In light of this perceived gap between FAA safety regulations and potential privacy concerns over law enforcement’s use of drones, U.S. Senator for Massachusetts, Ed Markey filed a bill entitled the “Drone Aircraft Privacy and Transparency Act of 2013.” The central purpose of the bill is to provide “[f]ederal standards for informing the public and protecting individual privacy with respect to
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Although Senator Markey’s bill requires that police obtain a legal warrant before utilizing drone surveillance in criminal investigations, the law would allow warrantless drone operation under limited, exigent circumstances such as an imminent risk of danger or terrorist activity. Additionally, this amendment to FAA regulations would limit data collection and prohibits its warrantless use in a criminal proceeding. Aside from regulation of police use of domestic drones, President Obama has vowed to issue an executive order outlining a regulatory framework for integrating commercial drones at home.

C. Fourth Amendment Unreasonable Seizure Challenges to U.S. Counterterrorism Drone Strikes and Anwar al-Aulaqi

Beyond searches, drones encompass the issue of unreasonable seizures through the U.S. lethal drone strikes in the so-called “war on terror.” Recently, the Second Circuit ordered the Department of Justice to disclose a legal memorandum outlining the legal justification for the 2011 lethal drone strike upon American citizen and Al-Qaeda operative, Anwar al-Aulaqi. See generally Andrea Stone, Drone Privacy Bill Would Put In Safeguards On Surveillance, HUFFINGTON POST (Aug. 1, 2012), http://www.huffingtonpost.com/2012/08/01/drone-privacy-bill_n_1728109.html (summarizing two Congressional bills seeking to regulate domestic drones).

Anwar al-Aulaqi. This Department of Justice legal memorandum revealed the constitutional permissibility for the killing of an American citizen overseas under the Fourth Amendment. Since a Fourth Amendment analysis is governed by balancing the governmental interest against the level of intrusion upon the individual, the Department of Justice theorized that this particular action was reasonable. The Department of Justice concluded that “where high-level government officials have determined that a capture operation overseas is infeasible and that the targeted person is part of a dangerous enemy force and is engaged in activities that pose a continued and imminent threat to U.S. persons or interests, the use of lethal force would not violate the Fourth Amendment.” Almost six months after the Department of Justice drafted this legal memorandum, the U.S. District Court for the District of Columbia addressed a lawsuit filed by al-Aulaqi’s father against President Obama. The elder al-Aulaqi brought constitutional claims that sought an injunction against a subsequent drone strikes upon his son and demanded that the executive branch articulate the standard for such action. Despite Judge Bates’ concession that the plaintiff raised “a unique and extraordinary case,” the court deferred the substantive Fourth Amendment
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80 See Memorandum from David J. Barron, Acting Assistant Att’y Gen. on Applicability of Federal Criminal Laws and the Constitution to Contemplated Lethal Operations Against Shaykh Anwar al-Aulaqi, to U.S. Att’y Gen. (Jul. 16, 2010) [hereinafter Barron Memo], available at http://www.nytimes.com/interactive/2014/06/23/us/23awlaki-memo.html (outlining Obama Administration’s legal justification for extraordinary rendition). Of note, David Barron, the former Department of Justice Legal Counsel and drafter of the abovementioned memorandum, is far from a faceless government bureaucrat. See generally David J. Barron, United States Court of Appeals for the First Circuit, available at http://www.ca1.uscourts.gov/david-j-barron. This past May, Judge Barron was nominated and approved by the U.S. Senate for a judicial seat on the First Circuit. See Judicial Nominations, S. 3246, 160 Cong. Rec. (daily ed. May 22, 2014), available at https://beta.congress.gov/crec/2014/05/22/CREC-2014-05-22.pdf. The Bay State’s two senators supported Mr. Barron’s nomination to their home federal appeals court; Senator Edward Markey was adamantly in his support for Mr. Barron—despite his declaration of a “need [for] a public debate on drone policy”—because he was “not responsible for administration’s drone policy or the decision to authorize an attack.” Id. at S3260; see Conor Friedersdorf, 7 Pages That Gave President Obama the Cover to Kill Americans, THE ATLANTIC (Aug. 18, 2014), available at http://www.theatlantic.com/politics/archive/2014/08/7-pages-that-gave-president-obama-permission-to-kill-americans/378651/. In stark contrast with the Senators from Massachusetts, libertarian darling Senator Rand Paul opposed “the nomination of anyone who would argue that the president has the power to kill an American citizen not involved in combat and without a trial.” Friedersdorf, supra (quoting Senator Rand Paul).
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question and held that the plaintiff’s claim lacked standing. While both the present and future emotional harm al-Aulaqi’s father suffered was not an abstract injury in a literal sense, this court determined that the plaintiff’s relationship with his son did not rise to the level of obtaining protection of “substantive rights” under the Fourth Amendment. As Judge Bates confessed, “any harm caused to plaintiff as a result of the extrajudicial killing of his son would be an ‘unintended side effect’ of government action having other purposes.”

In the fall of 2011, Anwar al-Aulaqi was killed by a U.S. drone strike in Yemen. In the wake of al-Aulaqi’s death, his family sued then CIA Director Leon Panetta for illegally seizing al-Aulaqi under the Fourth Amendment. However, Judge Collyer granted the government’s motion to dismiss. Judge Collyer rejected the notion that a drone could “seize” a person since “they are designed to kill, not capture.” Thus, the Court held that without a seizure under the Fourth Amendment, no constitutional claim could be made on this particular issue. In light of these recent federal cases, the Fourth Amendment offers no refuge for American citizens’ claims against unreasonable “seizures” in the form of counter-terrorism drone strikes.

**D. State Regulation of Domestic UAVs**

The federal government has yet to enact substantive privacy protections from domestic drones, leaving several states to serve as democratic laboratories on the legal issues of law enforcement and individual privacy. As of July 2014, thirteen states had enacted statutes
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regulating domestic drones in the interest of individual privacy. For example, each of the subsequent state laws required the police to obtain a warrant prior to the utilization of a UAV. Although the states have implemented statutory warrant requirements upon domestic drones and law enforcement, the laws provide emergency exceptions such as national security crisis or where circumstances pose an imminent risk of danger to human life based upon reasonable suspicion.

In conjunction with the growing trend of state regulation of domestic drones, the Massachusetts legislature is considering a UAV bill. Introduced by Massachusetts State Senator Robert Hedlund, “An Act to Regulate the Use of Unmanned Aerial Vehicles” would provide specific restrictions upon law enforcement’s use of domestic drones such as a probable cause warrant requirement. Unlike the Massachusetts “wiretap” statute, which provides heavier judicial oversight to law enforcement’s electronic surveillance, the Massachusetts bill simply authorizes UAV surveillance with a general search warrant. Additionally, similar to many other state laws on law enforcement and UAVs, the Massachusetts bill authorizes a warrant exception where a “threat to the life or safety of a person is imminent.” Furthermore, this proposed law bans any data collection conducted by law enforcement’s use of domestic drones. Finally, any local police or state police department in the Commonwealth seeking to acquire a UAV must receive authorization by the Secretary of
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IV. ANALYSIS

A. The Future of Electronic Surveillance Jurisprudence

As enhanced surveillance technology grows in scope and practice, the Supreme Court of the United States has maintained an unduly analog perspective in an increasingly digital world. Despite recent holdings on electronic and enhanced surveillance techniques by police, the Court has failed to adequately articulate the Fourth Amendment’s protection. For example, while Justice Scalia, writing for the majority in Jones, determined that the police officer’s installation of a Global Positioning System (“GPS”) device was a “search” under the Fourth Amendment, the rationale hinges excessively upon “18th-century” notions of property law and protections from physical intrusions. Scalia’s majority opinion in Jones resembles the holding of Olmstead more than Katz, in that it rests upon a question of the level of physical intrusion. Any technological intrusion by the government upon an individual’s person, home, property and activities should be considered a search under the Fourth Amendment. Because the property-interest test is based primarily on the level of physical intrusion upon the individual, it cannot adequately secure people in an electronic age. However, some court commentators have more faith in the present Court since the Justices seemingly “prepared to apply broad
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privacy principles to bring the Fourth Amendment’s ban on unreasonable searches into the digital age.”110 Other legal scholars have advocated for the abandonment of the Katz search test and argued that “the Court should return to natural-language definitions of ‘search’ and ‘seizure’ that can resolve both common and ‘high- tech’ Fourth Amendment cases.”111 Instead of departing from decades of Fourth Amendment precedent, the Court should evolve with emerging technologies and employ an exclusive privacy-based analysis consistent with Katz.112 This privacy-based approach to Fourth Amendment cases is preferable to the property-based test that fails to supply specific “guidance on how to regulate ubiquitous surveillance that doesn’t involve a physical intrusion.”113 In determining whether police surveillance through enhanced technology constitutes as a search, the crux of the analysis should rest upon the reasonableness of an individual’s expectation of privacy under the specific circumstances.114

B. Integrating UAVs into Existing Laws

Advanced technology such as domestic drones should not be indiscriminately deemed unreasonable under the Fourth Amendment and Massachusetts Constitution in all circumstances.115 Where police lack any reasonable investigative alternative and obtain a search warrant in compliance with a statute and approved by a judge, drones should be a lawful tool under the Fourth Amendment.116 Additionally, during the execution of a high-risk arrest warrant where police have a reasonable belief that the subject of the warrant or a third party on the premises may be armed and presently dangerous, aerial surveillance should be deemed reasonable to ensure officer and public safety.117 While both federal and Massachusetts state courts should presumptively view warrantless drone
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surveillance as unreasonable, such devices ought to be lawful during exigent circumstances.\footnote{See cases cited supra Part II.D (outlining case law allowing warrantless searches in certain emergency scenarios).} Just as the Massachusetts legislature’s drone bill authorizes, courts should grant police a certain amount of latitude to operate drone technology during exigent circumstances such as hot pursuit and imminent danger to human life or public safety.\footnote{See S.1664 (providing exceptions for police to execute warrantless drone searches).} Specifically, law enforcement drones should be permissible under imminent threats of terrorism or during the immediate aftermath of terrorist acts where the public remains at risk.\footnote{See supra note 55 (reviewing emergency exception cases involving high risk of danger).} The operation of domestic drones in these exigent circumstances would not be substantially more invasive than existing practical and legal operations by law enforcement capabilities.\footnote{Cf. Villareal, supra note 7 (discussing robotics and dangerous police operations).} For example, the Massachusetts State Police Air Wing unit maintains a handful of helicopters and the operation of drones can be practically integrated into such a division at a substantially cheaper cost to the Commonwealth.\footnote{Cf. Graham, supra note 8 (discussing deployment of Air Wing Unit during searches in aftermath of 2013 Boston Marathon Bombing).} Additionally, various law enforcement bomb squad units utilized so-called unmanned ground vehicles to diffuse improvised explosive devices after the suspects’ firefight with police.\footnote{See id. Using real-time aerial, infrared images, the police helicopter was able to aid in the capture of the suspect without further violence. See Annear, supra note 6.} These “ground drones,” often equipped with cameras aid in the protection of the public and police personnel during high-risk circumstances.\footnote{See Villareal, supra note 7 (reporting on use of robotics in detecting suspects during manhunt following 2013 Boston Marathon Bombing).}

C. Analysis of Massachusetts Drone Bill

As UAV technology increasingly enters public awareness, the Massachusetts General Court has rightfully begun to address the issue by drafting accompanying legislation.\footnote{See S.1664, 188th Gen Ct. (Mass. 2013), available at https://malegislature.gov/Bills/188/Senate/S1664 (proposing comprehensive regulatory scheme for drone activity by law enforcement).} The drone regulation bill, constructed in cooperation with the American Civil Liberties Union of Massachusetts, aims to protect safety, privacy and civil liberties from unregulated police drone surveillance.\footnote{See S.1664; see also Bohm, supra note 95.} Accordingly, the proposed bill...
sensibly prohibits any weaponization of unmanned aircraft operating in the Commonwealth’s airspace and requires any UAV operation be in compliance with existing and future FAA safeguards. Additionally, this proposed legislation prevents law enforcement from flying a drone unless a lawful warrant is obtained or an emergency situation exists. Administratively, the Massachusetts drone bill requires approval from either a city council or the Secretary of Public Safety and outlines legislative oversight into UAV operations. Finally, the drafted legislation helps limit widespread data collection and the types of technology exploited through drone operation.

While the proposed drone privacy bill restricts dragnet police drone surveillance broadly, it fails to effectively provide a complete statutory framework for the future integration of drones into the Commonwealth’s skies. First, the warrant requirement is woefully insufficient in addressing drone technology as a police evidence-gathering tool. Instead of simply allowing drone surveillance in a criminal investigation through a standard search warrant process, the law should provide stronger judicial oversight similar to that of the so-called Massachusetts Wiretap Statute. Similar to the Massachusetts Wiretap Statute, drone surveillance should be permitted only with written request from State Attorney General or a District Attorney and where “normal investigative procedures have been tried and have failed or reasonably appear unlikely to succeed if tried.” A Court must find sufficient facts from the warrant application that amount to probable cause. Additionally, the bill should express evidentiary and discovery safeguards when UAV evidence is being offered against a criminal defendant such as the opportunity to suppress the UAV evidence if it was obtained unconstitutionally or in nonconformity to the statutory requirements.

Secondly, the proposed bill’s emergency exception language
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should be amended to reflect a clear reasonable suspicion standard and be based on either the risk or threat of harm to an individual or the public. Third, the drafted legislation only restricts law enforcement drones and fails to regulate the future operation of UAVs by commercial entities and private citizens in Massachusetts. The state legislature should outright ban UAV operation by both commercial entities and private entities unless approval with temporal and functional limitations is granted by a requisite state agency. Furthermore, unlawful drone operation in Massachusetts should trigger civil and potentially criminal sanctions against a rogue operator. More severe, unlawful drone operation such as the intentional surveillance of other citizens or companies ought to trigger criminal penalties consistent with current “peeping Tom” or stalking state statutes. Finally, the proposed bill must express a more complete and clear framework for administrative state agencies to research, develop, review, and approve the operation of UAVs in the Commonwealth. Rather than merely allowing drone operation after approval of a local deliberative body or the Massachusetts Executive Office of Public Safety and Security, the law should require both local and state approval. These improvements would allow for a more comprehensive regulation of drones in Massachusetts and competently mitigate potential privacy and civil liberty infringements.

D. Confronting UAV Evidence in Criminal Proceedings

As the emerging technology of UAVs become investigative tools, evidentiary issues arise for criminal law practitioners. Where UAV evidence is obtained in a criminal investigation, the defendant’s exclusive remedy is a motion to suppress. For criminal attorneys in the
Commonwealth, a prudent practitioner must cite both the U.S. Constitution and the Massachusetts Constitution’s Declaration of Rights because the latter is “generally more “defendant friendly” than the U.S. Constitution.” To succeed with an argument that evidence derived from drone surveillance in a criminal investigation is inadmissible, the defendant must argue that no reasonable exigent circumstances existed at the time of the search. Specifically, a defense attorney may counter the state’s attempts of introducing drone evidence by asserting that the operation of the UAV was non-compliant with the relevant statute. When drone surveillance becomes a criminal investigative tool, it is very likely that law enforcement will be authorized by a search or arrest warrant. Consequently, a defendant must show that despite previous judicial approval, the warrant lacked probable cause. Conversely, if law enforcement UAV use is governed by similar procedural and statutory requirements of the Massachusetts Electronic Surveillance statute, criminal attorneys may be afforded a multitude of statutory grounds to challenge the search warrant of enhanced surveillance.

From the prosecution perspective, the availability of widespread UAVs in criminal investigations is far from becoming the norm in the near future. There can be no reasonable argument supporting widespread drone evidence gathering in routine criminal investigations. In sum, the use of UAVs in criminal investigations should only be utilized where law enforcement has no alternative means of gathering evidence upon an organized, criminal enterprise, and where the surveillance is reasonably likely to result in evidence of criminal activity.

V. CONCLUSION

While law enforcement drones need to be strictly restrained by
statute, the courts, and government agencies, this emerging technology need not be universally condemned as the advent of George Orwell’s dystopian world. American legislatures and courts should legally discourage all dragnet surveillance conducted with drones. If sensible legislation, along with strict judicial review, can be established, domestic drones should be integrated into American skies. The courts must evolve and confront the rapid pace of technology with more stringent approaches to protecting privacy rights. On the practical side, civil libertarians should not unconditionally reject law enforcement’s operation of drones if used in the same manner as existing police technology. The arrival of domestic drones offers a new battle within the dichotomy of privacy and security interests. Just as drones may benefit domestic security interests, they burden the right of privacy. As drone and other technologies further complicate this legal clash of competing interests, it will be up to lawmakers and judges to offer reasonable and balanced solutions. While drones possess benefits to public safety, the failure to adapt our Fourth Amendment jurisprudence to the digital age will create a digital albatross upon the privacy interests of us all.\textsuperscript{156}

\textit{Gregory J. Galizio}
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